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1. Abstract

This paper first provides a brief overview of public key and symmetric encryption schemes that are currently used in practice. Then there is a discussion about quantum computers and two algorithms that they can implement to solve hard mathematical problems at faster speeds, with emphasis on how these mathematical algorithms can weaken or break encryption algorithms. Suggested post quantum cryptographic algorithms will then be explored in detail.

1. Introduction

The advancement of technology and improvement in engineering has resulted in a time in human history where large scale quantum computers are no longer an out of reach dream, but a fast-approaching reality. These powerful computers will be sufficiently strong enough to solve difficult mathematical problems – many of which serve as the bedrock of current public key cryptographic algorithms. This means that although current cryptographic schemes such as RSA and Diffie Hellman are safe against modern technology, there is a motivation to develop more advanced algorithms that are secure enough to withstand the power of a quantum computer. This gives rise to the field of post-quantum cryptography, a field dedicated to exploring more advanced algorithms that are resistant against attacks from quantum computers, as well as improving existing hard mathematical-based schemes, preparing us for an era where quantum computers will be the norm [1].

1. Literature Review
   1. Current Encryption Schemes
      1. Public Key Encryption Schemes

Many public key cryptographic schemes are based on mathematical problems that are considered hard by today’s computing standards. These schemes have been employed for a long period of time and have successfully prevented attacks. One popular scheme is known as RSA, an algorithm used for both key exchange and digital signatures [2]. It is based on two key mathematical problems: integer factorization and finding the eth root mod n. Another popular scheme that is used often for key exchange is the Diffie-Hellman protocol. This protocol is based on the discrete logarithm problem, allowing two parties to communicate by creating a shared secret key without revealing their own private key [3].

* + 1. Symmetric Key Encryption Schemes

Symmetric key encryption schemes involve the use of a single secret key shared between two communicating parties. The key is used to both encrypt and decrypt messages and the key is assumed to be shared between the parties in advance. The security of these algorithms is based on the assumption that the shared secret key is kept hidden from adversaries. [10] It is often measured by the number of operations it would take to break the algorithm using a brute force attack. Popular symmetric schemes used in practice include the Advanced Encryption Standard (AES) and Triple Data Encryption Standard (3DES) [1].

* 1. Quantum Computers

Quantum computers are machines that employ the full complexity of the properties of quantum physics to store data and perform computations [4]. Rather than encode information in binary bits like today’s computers, quantum computers use quantum bits, bits made up of physical systems that can exhibit the property of quantum superposition. Quantum entanglement also allows quantum bits to be linked together [5]. Given a large number of possible combinations such as in hard mathematical problems like integer factorization, quantum computers can consider many computations simultaneously, solving these problems at a much faster rate [6].

* 1. Mathematical Algorithm’s Threatening Current Schemes
     1. Shor’s Algorithm

Shor’s algorithm is a polynomial time quantum algorithm designed to find the prime factorization of any large positive integer n [1]. It has a complexity of which is much faster than the complexity of classical computers which require exponential time [8]. A quick and very brief overview of Shor’s algorithm is as follows. The initial steps of Shor’s algorithm include first determining if the integer n is prime, picking an integer q that satisfies and picking an integer x that is co-prime to N. Then a quantum computer is used to create a partitioned quantum register with one register having enough quantum bits to represent integers as large as q-1 and the other to represent n-1. Register one will be loaded with an equally weighted superposition of integers from 0 to q-1 and register 2 will be loaded in the 0 state. A transformation of (where a is the superposition of the states) is applied to every integer stored in register one and the result is stored in register two. A discrete Fourier transform is computed on register one and a value m which is the state of register one will have a very high probability of being a multiple of q/r where r is unknown and can be found with post processing techniques on classical computers based on knowing m and q. A factor of n can be found by taking the greatest common divisor of and n [7]. Table 1 shows some commonly used public key cryptographic algorithms that will be broken when Shor’s algorithm can be easily implemented. Note that the security here is a measure of the approximate number of operations used by the best attacks against the cryptographic algorithm.

|  |  |  |
| --- | --- | --- |
| **Algorithm** | **Pre-quantum security** | **Post-quantum security** |
| DH-3072 Key Exchange | 2^128 | 0 |
| 256 bit ECDH Key Exchange | 2^128 | 0 |
| RSA 3072 Signature | 2^128 | 0 |
| DSA 3072 Signature | 2^128 | 0 |
| RSA 3072 Encryption | 2^128 | 0 |

Table 1: Algorithms broken by Shor’s Algorithm

* + 1. Grover’s Algorithm

Grover’s algorithm is a generic quantum search algorithm that involves searching through an unstructured large list of N items and finding a particular item that we want. It allows us to solve this problem which typically takes O(N) time in less than O() time – a quadratic speed up. Some simulations of Grover’s algorithm have been done on classical computers in the past, such as the one done by AB Mutiara and R Refianti [14], with conclusions supporting the quadratic speed up claims. The algorithm can also increase the efficiency of brute force attacks such as collision attacks and pre-image attacks, reducing the number of operations needed to break symmetric key schemes. The reduction of security by applying Grover’s algorithm is demonstrated in the table below.

|  |  |  |
| --- | --- | --- |
| **Algorithm** | **Pre-quantum security** | **Post-quantum security** |
| AES 128 | 2^128 | 2^64 |
| AES 256 | 2^256 | 2^128 |
| GMAC | 2^128 | 2^128 |
| SHA 256 | 2^256 | 2^128 |
| SHA3 256 | 2^256 | 2^128 |

Table 2: Algorithms weakened by Grover’s Algorithm

1. Post quantum cryptographic schemes

There are several post quantum cryptographic schemes that have been theorized. These schemes “have solidly resisted every suggested attack” [1] and are strong because there is no way to apply Shor’s algorithm to these proposals. Thus they are considered to be plausible post-quantum cryptographic schemes that will likely be implemented in the future.

* 1. Lattice Based Cryptography

In mathematics, a Lattice is defined as a partially ordered set where every pair of points is regularly spaced out and the grid stretches out to infinity. To restrict a lattice into finite space so that it can be used for cryptographic encryption, the basis of a lattice is used. A basis is defined as a small collection of vectors that can be used to reproduce any point in the grid that forms the lattice. They are the n linearly independent set of vectors that generate the lattice itself.

![Lattice (group) - Wikipedia](data:image/png;base64,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)

Figure 1: 2 Dimensional Lattice

Lattice based encryption schemes are based on hard mathematical problems related to lattices. The two main hard problems are the Short Vector Problem (SVP) and the Closest Vector Problem (CVP). The SVP involves outputting the shortest nonzero vector given a lattice. This problem is considered a NP (non-deterministic polynomial time) problem since the time complexity is approximately using even the best algorithm (the LLL algorithm). The CVP is also a NP problem and is closely related to SVP, where, given a lattice and a target point, the lattice point closest to the target is being found. One of the main advantages of lattice systems is the worst-case security guarantee property, meaning that to break it, there would be a need to have a general algorithm that can solve lattice problems within polynomial time. This property also suggests that attacks on the algorithm are only successful for a small choice of parameters, meaning the construction and design of the scheme does not have fundamental flaws that compromise security. There has been no evidence of any quantum algorithms that perform significantly better at solving lattice problems than classical algorithms. NTRU is a public key cryptosystem that was proposed in 1996 and is one of the more prominent lattice-based systems. A general outline of how the system works is presented. The public key h is a p-coefficient polynomial with each coefficient in the set {0,1,…,q-1} and the ciphertext c is another polynomial in the same range. The sender can choose 2 secret polynomials d and e with small coefficients and compute

.

Then the sender finds L where L is a set of pairs (u, v) of p-coefficient polynomials with integer coefficients such that the equation

is true. If this condition is true, L is a lattice in 2p-dimensional space and it will contain a point close to (0, c), namely the point (d, c – e). If an attacker wants to find the secret polynomials d and e so they can try and break the ciphertext, given only ciphertext c and public key h, they will have to solve the CVP which is infeasible.

* 1. Code Based Cryptography

Code based cryptographic systems use an error correcting code as the underlying algorithmic primitive. They are based on coding theory and have several advantages over current public key schemes, such as lower algorithmic complexity and faster speeds. However, they are not currently used because of their main limitation: code based schemes have very large keys that can range from 100 kilobytes to several megabytes in size, requiring large amounts of memory to be viable. The most prominent public key encryption scheme is the McEliece public key cryptosystem which remains unbroken since its proposal in 1978. The key generation procedure for McEliece is highlighted below.

|  |
| --- |
| **Step 1:** Select binary (n,k) linear code C with decoding algorithm A |
| **Step 2:** Select a generator matrix G for C |
| **Step 3:** Select binary matrix S |
| **Step 4:** Select permutation matrix P |
| **Step 5:** Calculate public key (, t) and private key (S,P,A) |

Table 3: Key generation in McEliece Public Key Cryptosystems

In step 1, the receiver selects a binary (n,k)-linear code C from some family of codes for which they know an efficient decoding algorithm A. This code is capable of efficiently correcting t errors and will usually be a binary Goppa code. The receiver can make the binary linear code public knowledge, but must keep the decoding algorithm a secret. In step 2, the receiver also selects any generator matrix G for binary code C, and it must be the case that knowing G would reveal the decoding algorithm A, so G must also be kept a secret. In step 3 and 4 respectively, the receiver selects two matrices, a binary matrix S and a permutation matrix P. Both matrices are kept a secret and are part of their private key. Finally in step 5, the public and private keys are calculated. For ease of notation, we denote as S\*G\*P. A sender who wants to encode a message must first compute c’ = m \* . The sender must then generate a random vector e of length n, and this vector will contain exactly t one’s. This random vector is noise that is added to the message. It is important that only t one’s are added so that the code C can correct these errors during decoding. The sender can then send ciphertext c = c’ + e, and the receiver can remove the random noise added with the decoding algorithm A and the binary code C and retrieve the original message by decoding c’. If there is an attacker who intercepts c, they cannot recover the message and remove the random noise since they do not know the factors of , the decryption algorithm A or the parameters n,k which specify the binary linear code C.

1. Critical Evaluation

Firstly, although Grover’s algorithm speeds up the time it takes to brute force symmetric key algorithms, the quadratic speed up in time may not be as threatening as it seems. For example, AES 256 would still take, on average, operations to break. Some schemes that use shorter bit size keys (i.e. AES 128) will be compromised due to Grover’s algorithm, however the general defense against it is to just have longer keys, for example, doubling the key length to maintain current levels of security. This also means that these algorithms are not completely broken by Grover’s, so they will still be viable after quantum computing becomes prominent. Thus, the main emphasis in post quantum cryptography in my opinion should be to build schemes that can withstand Shor’s algorithm rather than Grover’s algorithm.

Many code-based systems are often restricted by the large memory requirements due to large key sizes. There have been several attempts to alter the original proposal made by McEliece to try and reduce the large public key [16], however, they have been unsuccessful, either due to a lack of security or efficiency. Moreover, McEliece’s system when introduced in 1978 was generally overlooked because of this limitation, but since it is quantum resistant, it is a suitable candidate for post quantum cryptography. I believe that this suggests there are perhaps other cryptography algorithms out there that were overlooked due to limitations in our current era but are in fact suitable schemes for post quantum systems. Even if that isn’t the case, as technology progresses and everything is upgraded, memory constraints will no longer be as large of a concern, thereby overcoming the limitation of code-based cryptosystems.

Lattice based mathematics are a branch of hard mathematical problems that have been studied for a long time and are well understood. This allows cryptographers to design schemes around lattice-based problems which can be easily understood and implemented by other cryptographers due to the large number of resources that can be used to understand them. Furthermore, the exponential complexity of both the SVP and CVP provide a strong mathematical basis for lattice based cryptographic systems. Moreover, they also have the advantage of having a stronger security guarantee as its construction is based on worse case hardness as opposed to other cryptosystems which are based on average case hardness, and this security is not achieved with key sizes that are too large to be deemed acceptable. There have been some potential attacks on lattice-based systems, however, NTRU remains unbroken. One attack uses the cyclotomic structure of and combines it with an extension of Shor’s algorithm. This attack did not affect the security of NTRU directly, however, variations of the attack could possibly be effective against NTRU if they are explored further. Overall, the advantages outweigh the limitations and make lattice-based systems the front runner for post quantum crypto schemes, and, in my opinion, I believe they are the most promising for cryptosecurity schemes in the post-quantum era.

1. Conclusion & Future Direction

At this moment in time, it seems that the literature in this field is limited, and many studies have not presented concrete conclusions with solid evidence to suggest which schemes will be the most suitable in the post quantum era. There is a need for more research and testing to determine whether the proposed cryptographic algorithms can withstand every kind of attack that quantum computers could make. Furthermore, more research into other forms of post quantum cryptographic systems need to be explored, such as multivariate based systems that use multivariate quadratic polynomial maps as their one-way trap door function [15]. These other systems could potentially be just as strong if not stronger than lattice systems and could meet our security needs for decades to come. With so many possibilities, the future of post-quantum cryptography is incredibly exciting.
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1. Self-Reflection

Researching this topic on post-quantum cryptography was very stimulating. I felt that I learnt a lot about how cryptography will be used in the post-quantum era. It made me realize that even though it is not something that will likely affect us for a while, there is still an urgent need to explore and test more secure systems. I also found the proposed quantum systems very interesting and will continue to keep up to date with the latest in this field. Overall, I have really enjoyed working on this project and I hope to explore this topic more in the future.